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Karnataka Gramin Bank 
(A scheduled Bank established by Govt of India- Sponsored by Canara Bank) 

 
Head Office : Ballari  

 
 
 
 
AMENDMENT – 3 to RFP NO: PMO:RFP:1/2019-20 dated 03-07-2019 for “SELECTION OF 
VENDOR FOR SUPPLY, INSTALLATION, MAINTENANCE OF SECURE WEB GATEWAY 
SOLUTION” 
 
The amendments to the RFP are covered in this document. 
 
All other instructions, terms & conditions of the above RFP remain unchanged other than 
the Amendment-1 done vide replies to Pre-bid queries & Amendment- 2 to RFP NO: PMO: 
RFP: 1/2019-20  dated 03-07-2019.  Please take note of the below amendments while 
submitting your response to subject to RFP.  
 
 
 
 
 
 
 
Date: 25-10-2019                            General Manager 
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The last date of the bid submission has been extended as below:- 
 

1 Last Date of Submission of 
Bids 

Original Date 
31.10.2019 before 3:00 PM 

Revised Date 
07.11.2019 before 3:00 PM 

 

 
 
 
 
Addendum Item 1 – List of Points / Clauses deleted from the RFP:- 
 

Sl No  Annexure 2 – Minimum Technical Qualifications 

5,   Pg 

no. 54 

Data Leakage Prevention features in Web Gateway Solution (Web DLP) 

5.1 System should allow administrator to prevent sensitive data from leaving the 

network. Administrator should be able to define sensitive data patterns, and data 

matching these patterns that should be blocked and/or logged when passing through the 

unit. 

5.2 Solution should have web DLP functionality. Data Leakage prevention should prevent 

critical, sensitive and proprietary data from being leaked outside Bank`s secured 

network using web as channel. 

5.3 The proposed web security solution should have the option to integrate with the DLP 

solutions of same OEM or third parties. 

5.4 The solution should be able to detect data theft even if the malware sends the data 

through image files 

 
 


